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Has your organisation experienced any fraud, corruption or other economic/financial crime 
in your country in the last 24 months?

of the respondents have not performed an enterprise-wide risk assessment in the last 12 months or the respondents are 
not aware of it, whilst globally, 59% of the respondents have conducted such an assessment. 
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Cybercrime 43%

Customer fraud 43%

Procurement fraud 31%

Asset misappropriation 29%

Supply chain fraud 24%

Bribery and corruption 22%

Anti-competitive practises 15%

Deceptive business practices 13%

Has your organisation conducted an enterprise-wide fraud risk assessment in the last 12 months?

Is procurement fraud a widespread 
concern amongst businesses?

Yes, my organisation has conducted an 
enterprise-wide fraud assessment in the last 

12 months
47%

No, an enterprise-wide risk assessment has not 
been conducted but one is planned for the next 

12 months

No, an enterprise-wide risk assessment has not 
been conducted within the last 12 months

I am not aware as to whether an enterprise-wide 
risk assessment has been conducted
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21%

27%
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29% have experienced fraud in CEE in 
the last 24 months, with cybercrime 
and customer fraud being the most 
common, followed by procurement 
fraud. 

52% report that procurement fraud is a widespread 
concern in their country and most companies use 
some sort of data analytics for fraud detection.
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Analysis of potential transactions/deals 
before they are closed

Analysis of transactions/deals after they 
have been closed

Periodic retrospective analysis of 
payments made

Real-time monitoring of payments with 
the ability to block outgoing payments

Does not use data analytics for such 
purposes
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How does your organisation use data analytics 
to identify procurement fraud, waste or abuse?

Yes, my organisation has conducted an 
enterprise-wide fraud assessment in the last 

12 months
59%

No, an enterprise-wide risk assessment has not 
been conducted but one is planned for the next 

12 months

No, an enterprise-wide risk assessment has not 
been conducted within the last 12 months

I am not aware as to whether an enterprise-wide 
risk assessment has been conducted
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Has your organisation conducted an 
anti-bribery/anti-corruption audit at one or 
more of its third parties in the last two years?

The risk associated with corruption or 
improper payments to government officials 
and or commercial customers in the last 12 
months is... 

Staying 
the same

Increasing

How does your organisation use data analytics in support of its anti-corruption 
compliance objectives?

70% of respondents are aware of corruption risks in their countries. However, 
more than 71% do not recall any anti-bribery/anti-corruption audits performed 
at third parties in the last two years.

Even though there is an increase in concern over 
corruption risk, almost one-third of companies 
are not using data analytics for anti-corruption 
compliance. 

Regardless of whether your company is covered or not 
by the EU’s Corporate Sustainability Reporting Directive (CSRD), do you believe that assessing the 
risk of forced labour in your supply chain is a priority for your organisation?

In CEE, 44% of respondents recognise assessing the risk of forced labour in their supply chain as a priority, which is lower compared 
to the global figure (55%).

Rising public scrutiny and a rapidly evolving regulatory landscape are placing increased pressure on companies to identify and mitigate 
risks associated with forced labour and other human rights abuses in their supply chains.

39%Ad hoc retrospective analysis of transactions

48%Continuous monitoring of certain transaction types

29%
By leveraging a data aggregation tool or technology 

to both enable compliance monitoring and provide 
insights to improve programme effectiveness

Do not use data analytics to support the 
compliance function

11%Unsure/Don‘t know

18%
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15%Yes, we regularly conduct anti-bribery/
anti-corruption audits of numerous third parties

14%Yes, but such anti-bribery/anti-corruption 
audits of third parties are rare

32%No, I cannot recall our organisation 
conducting such audits in the last two years

No, I cannot recall our organisation ever 
conducting such audits

15%Unsure/Don‘t know

24% 71%
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Yes, and an assessment is 
underway or has been completed

Yes, and an assessment is 
planned for the next 12 months

Yes, but no plans for an 
assessment yet

No, this is not a priority at this time
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Which of the following best describes your 
organization's approach to testing the strength 
of your sanctions compliance programme? 

Key findings for the CEE region  

• Procurement fraud, customer fraud and cybercrime are the most disruptive crimes experienced in 
CEE in the last two years. 

• Whilst only 30% of the respondents have reported fraud, corruption or other economic/financial crime 
in the last 24 months, almost half of the respondents in CEE have not performed enterprise-wide risk 
assessment in the last year or are not aware of such assessment. 

• The majority of companies are taking a proactive approach to detection of procurement fraud. 

• More than two-thirds of the respondents recognise corruption risk. However, a majority of the 
respondents have not performed any anti-bribery/anti-corruption audits at third parties in the last two 
years, and one-third are not using data analytics for anti-corruption compliance.

• More than a half of the respondents prioritise forced labour risk as part of their supply chain 
assessment.

• Sanctions risks are a great priority for a majority of companies; however, there is  substantial room 
for improvement in testing the strength of their sanctions compliance programme.

Compliance in the field of sanctions risk 
management is a significant priority for almost 
every second organisation in CEE, with third 
parties being the greatest source of concern 
regarding sanctions compliance. However, 
almost 40% are not testing their sanctions 
compliance programme regularly or are unsure 
whether it is conducted.

Unsure/Don’t know

47%
Significant priority—we have a team dedicated to 

confirming our organisation addresses sanctions 
risk compliance

19%
Moderate priority—we have a nominated team 

who comes together on a regular basis to address 
sanctions risk compliance

18%
Low priority—we have an informal team who meets on an 
ad-hoc basis to address sanctions risk compliance as and 

when any issues arise

Not currently a priority—there is no formal 
sanctions risk compliance process within the 

organisation
16%

41%
Third parties (e.g. vendors, third-party distributors) 

conducting activity that may not be permissible, 
creating sanctions risk for your organisation

25%Direct customers engaging in activity that could 
violate sanctions, using our business services

9%
Our business operations in certain high-risk 

jurisdictions (e.g. known and identified 
transshipment countries)

Inadequate processes or technologies failing to 
properly identify potentially prohibited activity 9%

Unsure/Don't know 16%

32%We undertake a range of testing steps

28%
Our testing is primarily focused on reviewing policies 
and procedures and confirming that alerts and cases 

are dispositioned correctly

13%
We do not regularly test our firm’s sanctions 

compliance programme, as we know assessed our 
sanctions risks to be low

We do not have a testing function/do not regularly 
test our firm's sanctions compliance programme 12%

14%

39%
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To what extent is sanctions risk compliance 
a priority within your organisation?

Which of the following do you think poses 
the greatest sanctions compliance risk for 
your organisation?
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Sirshar Qureshi 
EMEA Forensic Services Leader 

sirshar.qureshi@pwc.com

+420 602 348 926

Whistleblowing programmes are critical to an 
organisation to protect itself from bad actors. It is 
important not just to have a whistleblowing 
policy on paper, but for it to be an effective 
mechanism which allows employees to 
understand why and how they should use it, 
know that they will be protected if used and that 
the matter will be properly investigated by the 
organisation. 

Marcin Klimczak
Forensic Services 
Leader in Poland

marcin.klimczak@pwc.com

+48 502 184 087

"Leveraging digital technology and AI is crucial in fighting 
economic crime. In the CEE region, data analytics is key to 
identifying risks like procurement fraud and corruption. 
Moving forward, businesses must not only adopt these 
technologies but also use them effectively to counter 
evolving threats."

Key contacts 

To discuss how these findings relate specifically to your 
business, please feel free to get in touch with us

Bulgaria

Julian Mihov

julian.mihov@pwc.com 

+359 88 751 1554

Hungary

Livia Eichardt

livia.eichardt@pwc.com 

+36 70 225 0282

Romania

Ana Sebov

ana.sebov@pwc.com 

+40 723 179 127

Czech Republic

Katerina Halasek-Dosedelova

katerina.halasek-dosedelova@
pwc.com

+420 724 369 351

Kazakhstan

Vitaly Falin

vitaly.falin@pwc.com 

+7 727 330 3200

Serbia

Jovana Zelic 

jovana.zelic@pwc.com

+381 64 8573927

Liviu Chirita

Financial Crime 

liviu.chirita@pwc.com 

+420 774 977 596

Poland

Angelika Ciastek-Zyska

angelika.ciastek-zyska@pwc.com

+48 519 507 289

Ukraine

Andriy Tretyak

andriy.tretyak@pwc.com 

+380 50 352 9870
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